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Abstract of the contribution: The contribution proposes a solution to Key Issue #3: EC Traffic Routing between local part of DN and central part of DN in TR 23.700-49.

1. Introduction
This contribution proposes a solution to Key Issue #3: EC Traffic Routing between local part of DN and central part of DN. 
· How is the 5GC aware of the application traffic is required to be processed at different locations? and by what order? including how to distinguish the UL/DL traffic traversing through the PSA;

2. Proposal
It is proposed to agree the following solution to 3GPP TR 23.700-49.


* * * Start of 1st change * * * *

[bookmark: _Toc93674512]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc93674513]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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* * * End of 1st change * * * *

* * * Start of 2nd change * * * *
[bookmark: _Toc117509218]

[bookmark: _Toc93674514]6.X	Solution #X: Traffic detection on PSA-UPF connecting to local and central part of DN<Solution Title>
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	Key Issue mapping
Editor's Note:	This clause lists the key issue(s) addressed by this solution.
The solution applies to Key Issue #3: EC Traffic Routing between local part of DN and central part of DN.

[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]6.X.2	Description
[bookmark: _Toc500949101]Editor's Note: This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details. 
It is assumed that a central part of DN hosts Application Server (AS) and a DNAI connecting with a PSA-UPF. A local part of DN hosts Edge Application Server (EAS) and the local part of DN is connected to the PSA-UPF connecting to AS. No traffic steering information is applied so the 5GC cannot be aware of the application traffic that is routed from EAS to AS. 
The following procedure introduce how to apply traffic steering information so that 5GC is aware of the application traffic that is routed from EAS to AS. 


[bookmark: _Toc92875663][bookmark: _Toc93070687]6.X.3	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.

[image: ]
[bookmark: _Hlk158899726]Figure 6.X.3-1 Procedure for traffic detection on PSA-UPF conneting to local and central part of DN

1. EAS invokes Nnef_TrafficInfluence_Create service operation in TS23.502 [X] to request NEF to create AF Request. Traffic Description in the AF Request as specified in TS23.501 [X] includes, for example, 5 IP tuples to detect IP data flows and may futher indicate DNAI(s) in order to specify access on which the Traffic Description is used. 

2. NEF stores the AF request in the UDR.

3. NEF responds to the request in the Step 1.

4. UDR invokes Nudr_DM_Notify service to notify PCF when the stored information relating to the AF Request is modified.

5. PCF determines if there are any impacts about PCC rule described in TS23.503 [X]. The service data flow filters in the PCC rule may be prepared while indicating incoming DNAI(s) in order to describe access on which the service data flow filter(s) are used. 

6. SMF invokes Npcf_SMPolicyControle_UpdateNotify to give SMF the policy information.

7. SMF maps the service data flow filter(s) in the policy information received in the step 6 into Packet Detection Rules used in UPF. The PDR is prepared while indicating incoming DNAI that enables traffic detection coming from a DN to another DN.


[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]6.X.4	Impacts on services, entities and interfaces
Editor's Note: This clause captures impacts on existing and/or new 3GPP nodes and functional elements.
[bookmark: _Hlk158987036]AF: 
· Enhanced AF Request to indicate DNAI(s) in order to specify access on which the Traffic Description is used

PCF:
· Enhanced service data flow filters indicating incoming DNAI(s) in order to describe access on which the service data flow filter(s) are used

SMF
· Enhanced Packet Detection Rules indicating incoming DNAI that enables traffic detection coming from a DN to another DN



* * * End of 2nd change * * * *
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